
State of Maryland  
Information Technology Security and Privacy Conference 2003 

 
 

Wednesday, September 24, 2003         
 
8:30 to 9:00  Registration and Continental Breakfast 
 
9:00 to 9:20  Welcome and Opening Remarks 
    Russ Doupnik, Deputy State Chief Information Officer  
 
9:20 to 10:00  MD Homeland Security Presentation     

Thomas Lockwood, Maryland Office of Homeland Security    
 
10:00 to 10:50  Weapons of Mass Disruption: Are Your Information Systems at Risk? 

Dr. Ron Ross, Computer Security Division, NIST 
 
10:50 to 11:00  Break 
 
11:00 to 11:50  Identity Theft 

Donald P. Withers, CEO, The TrainingCo. 
 
11:50 to 1:00  Lunch 
 
1:00 to 4:45  Breakout Sessions 
 
  

Track 1 
 
Track 2 

 
Track 3 

1:00 to 1:50    
Microsoft Defense in 
Depth  
Barbara Chung, Microsoft 

 
Disaster Recovery and 
Business Continuity 
Planning: The State 
Strategy and a Case 
Study from ADC  
 

2:00 to 2:50  
    

 
 
Technology Evidence 
Handling 
Timothy Appleby, SAIC, 
Tony Rosela, MD State 
Police, & Eileen 
McInerney, State Attorney 
Generals Office 

  
Interoperability 
Progress: Federal, State 
& Local Applications 
Paul Leuba, CAPWIN 
Program Manager, IBM 
 

 
IT Security Certification 
Programs   
L McNulty, McNulty & 
Associates 

2:50 to 3:10 Break 
3:10 to 4:00  

Controlling SPAM 
Douglas Andre, Senior 
Infosec Systems Engineer, 
SAIC 

 
Security Considerations 
for using Network 
Maryland  
Jason Ross, Senior 
Network Project Engineer, 
Dept of Budget & 
Management 
 
 

 
Instituting the Privacy 
Officer Position  
Kathy Chavis, Privacy 
Officer, DHMH 

4:00 to 4:45  
Roundtable Discussions & Feedback 
Carmella F. Thompson, Assistant Director of Security DBM, Moderator 
 

 



State of Maryland  
Information Technology Security and Privacy Conference 2003 

 
 
 
Thursday, September 25, 2003      
 
8:30 to 9:00  Registration and Continental Breakfast 
 
9:00 to 9:10  Conference Logistics 
    Carmella F. Thompson, Assistant Director of Security DBM 
 
9:10 to 10:00  Keynote: Catching the Insider Threat 
    Jim Litchko, Litchko & Associates  
    
10:10 to 10:30  Questions and Answers 
 
10:30 to 10:45  Break 
 
10:45 to 11:30  Keynote: Initiative for State Infrastructure Protection (ISIP) 
    Brad Shere, ISIP Program Coordinator 
   
11:30 to 11:45  Questions and Answers 
 
11:45 to 1:00  Lunch 
 
1:00 to 4:45  Breakout Sessions 
 
  

Track 1 
 
Track 2 

 
Track 3 

1:00 to 1:50    
Working together for a 
more Secure IT Wireless 
Network 
Daryl Boffman, 
President/CEO, Acela 
Technologies, Inc. 
 

 
Maintaining Security 
Patches: The Problem 
We Can No Longer 
Afford To Ignore 
Dave Bobart, IT&CD 
Information Security Unit, 
DPSCS 
 

2:00 to 2:50  
    

 
 
 
 
Technology Evidence 
Handling 
Timothy Appleby, SAIC, 
Tony Rosela, MD State 
Police, & Eileen 
McInerney, State Attorney 
Generals Office 

  
Best Practices in 
Wireless Networks 
R. Anthony Vaccare, 
Legislative Audits 
 

 
 IT Security Policy Issues
Carmella Thompson, 
Assistant Director of 
Security DBM 
 

2:50 to 3:10 Break 
 

3:10 to 4:00   
Web Server Security 
Eugene Kuznetsov, 
Chairman & CTO 
DataPower Technology, 
Inc. 
 

 
Best Practices in 
Firewalls 
R Brendan Coffey, 
Legislative Audits 
 

 
 

4:00 to 4:45  
Roundtable Discussions & Feedback 
Carmella F. Thompson, Assistant Director of Security DBM, Moderator 
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